
Manually connecting to Suffolk University's secure WPA2 
wireless for non-supported devices

 
Most devices that support WPA2 Enterprise mode should be able to connect to Suffolk University's secure WPA2 
wireless network. While Suffolk University does not officially support every type of device, you are welcome to use the 
following settings.
 

University Computer Policy

Suffolk University computing 
resources referenced by this 
document are bound by the Un

.iversity Acceptable Use Policy

SSID

For faculty and staff: SU_Staff_WPA2
For students: SU_Student_WPA2

Username and Password

For faculty and staff: use your desktop login and password
For students: use your email login and password

Security

WPA2 Enterprise

Authentication/EAP method

Protected EAP (PEAP)

Inner Authentication

MSCHAPv2
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