
1.1 Information Security Policy Manual
The Information Security Policy Manual is a collection of policies relating to the use of Suffolk University (“the University”) computer and network 
resources, and other University Information Resources, as well as to University requirements and standards concerning the privacy and security of various 
designated categories of information maintained by the University. These policies supplement and are incorporated by reference into the Suffolk University 
Written Information Security Program (the “WISP” or “the Program”). The WISP, together with these policies, describe the administrative, technical and 
physical safeguards employed to protect the security of information maintained by Suffolk University and to ensure that appropriate information resources 
are available when needed.

All users of the University’s information and information systems must read and understand their responsibilities under the WISP, including the policies 
contained in this Policy Manual. Any questions regarding the WISP, or this Policy Manual, should be directed to the Information Security Officer or the 
Chief Information Officer.
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